Request for enhancement for Batch Operations:

The Batch Operations team manages file transfer for latency and errors 24x7/365. Part of this process is sending a screenshot to the client, vendor or internal team to work through getting the failures corrected and successfully resent and late files sent. As part of this work, our protocol is to blot through the IP address (other address) on the copy step screen. The IP is automatically displayed on the copy step screen. We blot the IP address out in the event that a screenshot is sent to the wrong client/vendor or team. We do not want to inadvertently create a security risk by providing the IP address.

My request is around what is automatically displayed on this screen. Is it possible to not have the IP address automatically displayed? I'm asking because this would prevent us from having to manually blot out the IP address on every single screenshot. We handle upwards of 30K alerts a month, so it would really help.

If this request isn't feasible is there another option that you are aware of that would reduce the manual efforts?

Below are screenshots of a late file and a file that failed in error as examples of what we are doing close to 30K times a month.





Screenshot of late file:
[image: A screenshot of a computer screen

Description automatically generated]

Screenshot of file that failed in error.
[image: A screenshot of a computer

Description automatically generated]
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TSYNDMOM COPY 09:
CMD ==>
Copy step successful.
Process Name : V7922BE2 submtr: TSYNDMOM DBCS:
serid : CA73JO0B

other Adﬂr: S2T Tz 2200 .0G

Process Number 18,191 other Node: EFGCDIP P|Snode PNODE

starting Time 09:24:18 Date : 08/16/2024 sending Node : PNODE

Ending Tlime 09:24:50 Date 08/16/2024 RC 00000000

Step NamE STEPO1 Rusize 32,768 MSGID SCPAGOOI

Session [Class 001

Server PLEXCLASS : ( b}

Secure P/lus NOT USED ZFBA N ) SMFID SM60
More:

SENDING DSN : CVQ7922.EML.GPO1.BWI.INT.EXTR

Block count 4,778 Records 654,487 RUs 4,035

Bytes Relad 133,534,396

Bytes Sent 132,206,310

Members - 0 Aliases : 0 Ccomp% 1.0%

Members ~Sent : 0 Aliases -sent : 0

RECEIVE ESN : CVQ7922.EML.GPO1.BWI.INT.EXTR.20240816092417

Block count : 0 Records : 654,487 RUs 8,069

Bytes wrfitten 130,897,336
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TSYNDMOL COPY 217
CMD ==>
Invalid or non-existent GDG.
Process Name : V7300CRB Submtr: TSYNDMOL DBCS:
Userid : CA7JOB
other Addr:
Process Number : 32,886 other Node CDSEC.EXP.SP1A P|Snode : PNODE
starting Time : 05:00:51 Date : 08/17/2024 sending Node : PNODE
Ending Time : 05:00:51 Date : 08/17/2024 RC : 00000008
Step Name : STEPOL Rusize : 65,212 MSGID : SDAAOO9I
Session Class : 001
Server : PLEXCLASS : ( )
Secure Plus : TLS12 USED zFBA : C b} SMFID : SL50
*OTHER_NODE*
More:
SENDING DSN : CVQ7300.NDM.GPO0O.C21050.TW.TRANS.GO709v00
Block count : 0 Records : 0 RUs : O
Bytes Read : 0
Bytes Sent : 0
Members : 0 Aliases : 0 Comp% 0.0%
Members -Sent : 0 Aliases -Sent : 0
RECEIVE DSN : E.ARGO.TEST.MSTEI49.XMIT(+1)
Block count : 0 Records : O RUs : O
Bytes wWritten : 0





